IP Location Infrastructure
This document describes what infrastructure we have or have built to support IP location determination, acquisition and applications. Most of the software and hardware configurations have good supporting documentation, from a design, configuration and installation perspective. In addition to what is existing, the latter sections of the this document describe projects currently in progress.

1. Existing Infrastructure

1.1. Overlay ALE using MALP

Through the summer of 2004/2005 a student from the university of Wollongong developed an ALE consisting of a PC using 5 Ethernet cards in promiscuous mode and an Ethernet tap. The tap sat between end-devices and a switch, enabling the ALE to directly associate devices to port mappings. The ALE reported to a LIS MAC, IP Switch and port details for all devices connected to the switch. This project used an early LIS to ALE protocol called MALP, the specification for which is available from the SITACS website: http://www.sitacs.uow.edu.au/projects/iploc/demo/LIS-ALE%20Protocol-20050117.pdf.

The design documentation and source code for this project is also available from the SITACS website: http://www.sitacs.uow.edu.au/projects/iploc/index.shtml
1.2. DHCP ALE
Over the last 6 months we had a student write an ALE that binds to a DHCP server to provide IP, MAC, Switch and port information based on data received in DHCP relay information (RFC-3046) included in the DHCP discovery messages. This ALE is written for Windows 2003 server and has proved to be very robust. The ALE to LIS reporting is done using the version of FLAP specified on the SITACS webpage at: http://www.sitacs.uow.edu.au/projects/iploc/flap/flap.pdf.

This project also has a LIS emulator for the ALE to talk to, that provides buttons to support LIS to ALE communications, and window to display ALE response messages and notifications.

Requirements, design, test, configuration and installation documentation is available for this project.

1.3. Residential Router

This project took a run of the mill Linksys WRT54GS wireless home router and modified it to support LIS discovery and Pseudo-LIS functionality. A new DHCP option was added to the DHCP server running in the router to return the URL of a LIS. The router can be configured to either return the URL of a network based LIS, or the Pseudo-LIS running in the home-router. The Pseudo-LIS performs checks on location age etc, as well as the type of location being requested and brokers requests to the network LIS as required.
Documentation and source code for this project is available, but is not posted to the SITACS website.

A Windows based DHCP client application is available that obtain the URL returned from the new LIS Discovery DHCP option.
1.4. Putting this together

Figure 1‑1 IP Location Infrastructure Framework
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The figure above looks a little daunting but illustrates the capabilities on which we can build.

The lower left-hand side of the diagram illustrates the components necessary to provide location capability to residential broadband networks. In our simulation network, the home-router is connected directly to the Ethernet switch (Netgear FSM-7328S) which runs DHCP relay to the Windows DHCP server containing the DHCP-ALE. 

The URL of the LIS is provisioned into the home-router. Depending on configuration, a host in the home network will get either the network LIS or a pseudo-LIS URL, enabling them to make location requests.

We do not currently have a LIS, so server functionality is simulated by simply returning a webpage to the client.

The DHCP ALE has been written as an add-on to the Windows 2003 DHCP server. This is a fully functioning ALE and communicates to a LIS using FLAP. A LIS Simulator (also written for the Windows environment) can connect to the ALE and receive notifications from the ALE.

Some development work would be required to adapt the simulator to talk to a web-server and the student provide LIS database to enable a simple workable LIS.

The Overlay ALE and tap function is shown as this solution still has some merits where access points do not have native ALE functionality. In this case wireless access points (WAPs) are shown. Devices that connect to a WAP are logged and network attachment details are sent to the LIS.
1.5. A Location Dependent Routing Demonstration

A SIP based location dependent routing (LDR) application also exists. The source code and documentation for this demonstration is available from the SITACS web site. The demonstration uses the Overlay ALE described previously to provide switch and port information to a cut-down LIS. The LIS is associated with a SIP proxy, and specific service triggers will cause the Proxy to request location information from the LIS. The Proxy will use the location determine and outbound SIP address, and it will insert the location information into the body of the outbound INVITE message. The receiving node can then extract the location information and display it.

2. Projects in the Works
We currently have 3 projects in the works to extend the capability described in previous section.

2.1. PC based HELD Client

A fully functional HELD client that can employ a number of different means to discover the local LIS, and that provides an API so that other applications running on the PC can get and use location.

2.2. Location Aware Browser Plugin
The Location aware browser plugin is being designed to interace with the HELD client API, and provide an interface between web service that require location, and the HELD client. The hope is to address solutions for Internet explorer and Firefox. A formal specification that can be used by web-application to request location will also be provided.

2.3. FLAP HELD Linkage

The aim of this project is to take the DHCP ALE FLAP messaging and link it to a database such that when a HELD GET location request message is received that a valid location is returned.
The intent is to then couple this with the HELD client component such that a basic location URI context mechanism can also be provided allowing support for a basic location by reference mechanism.
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